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Blockchain technology has become a transformative power in industries such 
as finance, supply chain management, and healthcare. However, its potential 

impact on Natural Language Processing (NLP) remains largely unexploited. 
NLP, a field of Artificial Intelligence, aims to enable computers to understand, 

interpret and generate human-readable textual resources. The current article 
explores the integration of blockchain and NLP, with a focus on the potential 

benefits it offers in terms of improving data security, trust, and transparency. 
Unstructured text data poses challenges to NLP, including issues related to 

data quality and verifiability of data origin. The decentralized and immutable 
nature of the blockchain provides a solution by establishing trust and ensuring 

the integrity of textual resources. The article investigates the applications of 
blockchain technology in content verification, copyright protection, and 

plagiarism detection, highlighting its ability to authenticate content and 
prevent intellectual property infringement. In addition, the integration of 

blockchain and NLP facilitates decentralized and collaborative annotation and 
classification of textual data, thereby improving the accessibility and quality of 

annotated datasets. However, challenges related to scalability, privacy, and 
transparency must be addressed to fully exploit the potential of this 

integration. Through a comprehensive review of existing literature, analysis 
of use cases, discussion of challenges, and proposal of future research 

directions, this article contributes to the advancement of secure, reliable and 
efficient NLP systems. 
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1. INTRODUCTION 

Blockchain technology has become powerful in many fields, transforming many industries such as finance, supply chain 

management, and healthcare. However, its potential impact on the field of Natural Language Processing (NLP) remains 

relatively unexplored. NLP, a sub-field of Artificial Intelligence (AI), focuses on facilitating the communication between 

computer and human languages and enabling computer devices and applications to understand, interpret, and generate 

structured and human-readable corpora. The integration of blockchain and NLP is extremely promising, introducing new 

possibilities for data security, trust and transparency. 

Unstructured textual data available on the Web, including social media content, news articles, and scientific publications, 

presents significant challenges for NLP researchers. These challenges might include data quality, confidentiality and reliability 

of data origin. Blockchain technology, with its decentralized and immutable register, offers a solution by establishing trust 

and integrity of textual resources. By using blockchain technology, NLP researchers and developers can solve critical issues 

related to identifying data references, copyright protection, plagiarism detection, and secure data sharing. 
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One of the applications of blockchain technology in NLP is the content verification (authentication) and the copyright 

protection. This is ensured by storing the unique hash values of the original textual content on the blockchain, a decentralized 

and tamper-proof block is created, enabling verification of the authorship and integrity of the textual document. Besides, 

the blockchain technology is able to facilitate the effective detection of plagiarism by comparing hashes of suspected content 

with those blocks on the blockchain, thus ensuring authenticity and preventing infringement of intellectual property (IP). 

Moreover, the integration of blockchain and NLP opens up new possibilities for decentralized and collaborative 

annotation and classification of textual data. By motivating contributors through tokenization and smart classification, 

blockchain-based platforms can enhance the availability and quality of annotated datasets, benefiting NLP research and model 

development. 

However, along with the huge potential, the application of blockchain technology in NLP is also facing challenges. This 

includes scalability concerns as Scalability is a challenge when it comes to blockchain networks handling large-scale NLP 

applications. The transparency and immutability inherent in Blockchain pose privacy concerns, particularly when dealing with 

sensitive textual data. The decentralized and publicly available nature of blockchain can reveal private information in NLP 

applications. While blockchain promotes transparency and trust, there can be trade-offs between transparency and data 

privacy. Also, not all data can be published within NLP applications, and ensuring a balance between transparency and 

protecting sensitive information is challenging. 

Our research paper aims to provide a comprehensive understanding of the impact of blockchain technology on NLP 

by conducting a review of the existing literature, examining use cases, and analyzing challenges. Eventually, the originality of 

this study is to contribute to the development of the state of the art in both blockchain technology and NLP research, 

opening opportunities for innovative applications and promoting secure, trustworthy, and collaborative NLP systems. 

The remaining paper explores the integration of blockchain technology and NLP. Section two provides an overview of 

blockchain technology and NLP, and highlights their fundamental characteristics and various applications. Section three then 

dives into the discussion of integrating blockchain into NLP, looking at the potential benefits that come from this merger. 

Various use cases and applications of blockchain in the field of NLP will be explored, including verifying the origin and 

authenticity of data, decentralized sharing of linguistic resources, improving text authentication and plagiarism detection, and 

decentralized translation services. Challenges associated with this integration, such as scalability, privacy, and transparency, 

will be also examined, with a focus on proposed solutions and future directions. Finally, conclusion and future work are 

listed in Section four. 

2. OVERVIEW ON BLOCKCHAIN TECHNOLOGY AND NLP 

Blockchain technology and NLP are two developing fields that have the potential to impact different areas, such as 

Finance (Treleaven et al., 2017). Therefore, understanding the fundamentals of blockchain technology and its intersection 

with NLP is critical to exploring the transformative possibilities it offers. 

2.1 Blockchain technology, features, and applications 

Blockchain technology has often been associated with cryptocurrencies, is a distributed, decentralized ledger that 

securely records and verifies transactions across a network of computers. It relies on cryptography principles to ensure 

stability, transparency and trust in stored data. Each transaction or piece of data is encapsulated in a “block” linked to 

previous blocks, forming a chain of information (Yaga et al., 2019; Pilkington 2016; Rennock et al., 2018). Blockchain 

technology has many unique characteristics, which have contributed to its increasing popularity and widespread adoption 

across various industries (Zheng et al., 2017; Wenhua et al., 2023). In what follows, we present the characteristics of 

blockchain technology as well as the benefits, supported by examples. 

2.1.1 Decentralization 

Decentralization is one of the core features of the blockchain. Unlike traditional centralized systems, blockchain runs 

on a distributed network of computers also called nodes that collectively maintain and validate the integrity of the system 

and data. Moreover, decentralization ensures that no single entity has complete control over the data, which improves 
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transparency and reduces the risk of tampering (Wright & De Filippi, 2015). Bitcoin is a popular blockchain-based 

cryptocurrency, which runs on a decentralized network of nodes globally. The absence of a central authority enables secure 

and transparent peer-to-peer transactions without the need for intermediaries (Liu et al, 2022). 

2.1.2 Transparency and Immutable Records 

Blockchain maintains a transparent and immutable record of all transactions and data stored on the network. Once a 

transaction or piece of information is recorded in a block, it is virtually impossible to alter or tamper with, providing a high 

degree of data integrity and trust (Raja & Muthuswamy, 2022; Afrianto et al., 2023). In this context, we cite Ethereum 

(https://ethereum.org/en/), second largest blockchain platform, enables the creation and execution of smart contracts. These 

self-executing contracts are transparently recorded on the blockchain, ensuring immutability of contract terms and 

facilitating trust between the parties (Kechagias et al., 2023). 

2.1.3 Security 

Blockchain uses advanced encryption technologies to secure transactions and data. Encryption ensures the 

authentication, integrity, and confidentiality of information, protecting it from unauthorized access or manipulation (Guru et 

al., 2023). For instance, a blockchain framework for company applications, can use encryption algorithms to secure and verify 

transactions, ensuring that only authorized participants can access and modify data (Mahamuni et al., 2023). 

2.1.4 Traceability and Audibility 

Blockchain provides a comprehensive audit trail of all transactions and activities recorded on the network. This 

traceability feature enables tracking and verification of the origin, movement, and ownership of assets, promoting 

transparency and accountability (Yin et al., 2023; Boughdiri et al., 2023). Indeed, the supply chain industry has taken advantage 

from blockchain to enhance traceability. For example, many food companies use blockchain technology to track and verify 

the origin and journey of food products, allowing consumers to access detailed information about a product’s origin, 

ingredients, and processing (Vu et al., 2023). The above characteristics of blockchain technology have the potential to change 

industries by improving security, transparency, traceability, and efficiency. As blockchain technology continues to evolve, it 

is opening up new opportunities for innovation and disruption across sectors including finance, supply chain, healthcare, and 

governance. 

2.2 Natural Language Processing  

NLP focuses on enabling computer devices and applications to interact with human language and perform tasks such 

as language translation, sentiment analysis, speech recognition, Chabot interactions, etc. It incorporates various technologies 

including machine learning, deep learning, language analysis, and rule-based systems for understanding, processing, and 

generating human language (Khurana et al., 2023; Wu et al., 2023; Mesmia and al., 2018). Some scholars do not know that 

the NLP techniques are playing an important role in applications aiming to detect spams in mailboxes, intrusion detection, 

and cyber threats identification as these security challenges are highly increasing. In this regard, we propose a quick 

explanation of using NLP techniques in spam detection. Spam emails are constantly evolving beyond traditional detection 

methods. Cyber-criminals use content manipulation and social engineering to evade spam filters. The NLP techniques analyze 

text patterns, language features, and email metadata to identify the potential spam. However, NLP-based spam detection 

systems must regularly update their algorithms to keep track with the emerging spams (Arya et al., 2023; Guo et al., 2023). 

2.2.1 Challenges in NLP 

NLP faces many challenges due to both the complexity and ambiguity of human language and the increase of the amount 

of data produced in the digital world. It is obvious that, we, as human beings, have an ambiguous language, with words and 

phrases referring to multiple meanings and significations that could be clarified based on their context. Therefore, resolving 

the language ambiguity seems a crucial step for NLP systems to understand and interpret the human language correctly (Liu 

et al, 2023). Understanding the syntactic structure and grammatical rules of a language is essential when processing the 

language. However, a natural language shows differences, exceptions, and informal expressions, which make it difficult to 

capture and model the complex syntax and grammar. In addition, the semantic meaning of the language components is the 
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most complicated task in NLP. This means that words can have different meanings depending on the context, and interpreting 

the intended meaning requires a deep understanding and analysis of this context given the accuracy of that analysis. NLP 

systems rely on huge amounts of textual resources to train models and make predictions. Thus, ensuring data integrity is 

essential to prevent the errors and biases that can arise from incomplete, inaccurate or misleading data collection. High-

quality, well-annotated data-sets with data source and validation mechanisms are essential for robust NLP applications 

(hershcovich et al., 2022). 

2.2.2 Data integration and accuracy in NLP 

Data integrity and accuracy play an important role in NLP by ensuring reliable results, reducing biases, providing high-

quality annotations to data, and developing trustworthy tools. These two factors help increase the performance and 

usefulness of NLP systems in many fields, such as the healthcare field where NLP technologies play a vital role in processing 

patient data such as health records, medical reports, etc. 

Data integration in NLP refers to the process of combining and integrating diverse and relevant data sources to improve 

the quality and coverage of NLP tasks. Furthermore, it involves compiling data from multiple resources, formats to create 

representative data-sets for NLP systems' training and evaluation (Koutras, 2019; Chen et al., 2017). Several projects have 

been launched in this regard, with the aim of collecting and maintaining a huge data set of web pages across the Internet. 

The common goal is to access a variety of textual data for various NLP tasks such as automatic transformation, Information 

Extraction (IE), and sentiment analysis. In (Kumar & Aggarwal, 2023), the authors propose an intelligent data integration 

approach that combines ontology learning, automated mapping, and statistical methods to effectively integrate data and 

knowledge from diverse sources. Through the use of NLP techniques and semantic analysis, this approach attempts to bridge 

the gap between disparate data formats and facilitate the integration of valuable information into the knowledge framework. 

Data accuracy is another fundamental key in the successful adoption of NLP systems because users need to have 

confidence that the systems are able to understand and process their language input accurately. Furthermore, accuracy of 

data can be built by ensuring transparent and interpretive NLP models, providing reliable results, and addressing ethical 

biases or concerns that may arise during language processing. Researchers are evermore developing techniques for data 

cleaning, normalization, and annotation to improve the quality and reliability of NLP data-sets (Halteren et al., 2001). Indeed, 

many data-sets are available to be widely used in NLP research, SNLI (https://archive.nyu.edu/handle/2451/41728) for 

instance (Bowman et al., 2015). These data-sets usually consist of a large number of labeled sentences or phrases (dedicated 

to the statistical approaches), allows the researchers to evaluate as well as compare the performance of their proposed 

models to different ones in the literature. 

In NLP, proposed tools and applications need to improve the data integrity, level of accuracy, and collaboration 

between established language processing applications. For this reason, we aim to explore the intersection between 

blockchain and NLP. This convergence may provide a promising path for developing cutting-edge solutions that combine the 

power of blockchain with the NLP capabilities, to get a secure and trustworthy language processing in the current digital 

age. 

3. DISCUSSION: INTEGRATION OF BLOCKCHAIN INTO NLP 

Integrating blockchain technology into NLP is a promising area of research and application. By exploiting blockchain, 

NLP researchers can address many challenges in this field, such as data integrity, accuracy, and privacy. Furthermore, the 

decentralized and immutable nature of Blockchain, which we have explained in Section 2.1, allows identifying the source of 

data, to ensure copyright protection, facilitate the detection of plagiarism, and secure data sharing across NLP applications. 

3.1 Unlocking the potential benefits 

Integrating blockchain into NLP gives the ability to verify the originality of content and protect intellectual property 

(IP) rights. Then, it is possible to double check the authorship and integrity of the textual data thanks to the storage of hash 

values or unique identifiers of the original content on the blockchain. Therefore, this helps preventing both plagiarism and 

copyright infringement. 
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Moreover, the blockchain can facilitate decentralized and collaborative annotation and tagging of textual data, which 

increases the availability of annotated datasets and improve their data quality to be used in NLP research work. In addition, 

Blockchain-based systems can provide a secure and transparent framework for sharing NLP data, such that all participants 

can control their data, granting access to selected parties while ensuring data privacy and security. For example, a blockchain-

based data marketplace allows users to securely share resources and language models, such as a marketplace that allows 

researchers and organizations to access and use NLP data while maintaining ownership and control over their contributions. 

Moreover, the incorporation of blockchain into NLP has the potential to promote the development of trustworthy language 

paradigms. Therefore, users can get increased confidence in the output of NLP models based on the transparency and 

Auditability that blockchain technology provides. Suppose that a blockchain-based language model enables users to track the 

entire lifecycle of the model, including the used training data and updates. This level of transparency ensures that users have 

visibility into the factors that influence form behavior. 

3.2 Estimated Use Cases and Applications of Blockchain in NLP 

The decentralized and immutable nature of the blockchain presents many potential use cases and applications in NLP. 

In what follows, we will explore some of these scenarios, and discuss their impact and benefits. 

3.2.1 Data Origin and Authenticity 

It would be great if Blockchain could be used to determine the source and credibility of NLP data in order to ensure 

that the data used in models and algorithms are trustworthy and reliable. By recording the origin, modification date, and 

resource ownership details on the blockchain, we can verify the integrity and reliability of the data to work with. This use 

case can help prevent issues such as data tampering, spoofing, and data quality concerns, and promote trust and transparency 

within the NLP community. Suppose a research team develops a large NLP dataset to train a AI models.  So, they record 

the data set collection process, including data sources, pre-processing steps, and updates to the blockchain.  When a dataset 

is shared with other researchers or institutions, blockchain records provide a transparent audit trail, ensuring the credibility 

and integrity of the dataset. In this case, we would recommend using blockchain improves the reproducibility and credibility 

of NLP research, reducing the risk of using tampered or unauthorized data. It promotes a more trustworthy and accountable 

ecosystem for language-related projects. 

3.2.2 Decentralized Linguistic Resource Sharing 

Blockchain enables the creation of decentralized platforms for sharing linguistic resources, such as lexicons and 

annotated data sets. By using a blockchain's distributed ledger, NLP researchers can create a secure, peer-to-peer network 

for exchanging language-related assets. Smart contracts can be used to define the terms and conditions for resource sharing, 

including access rights, licensing agreements, and equity distributions. In this regard, if a group of linguists and NLP 

researchers aim to collaboratively develop a multilingual dictionary that includes multiple languages then they can create a 

blockchain-based platform where they can publish and share the lexicon with other researchers. Again here, smart contracts 

govern terms of use, ensure proper acknowledgments are made, and royalty payments are automatically distributed to 

contributors when the dictionary is used commercially. Indeed, sharing decentralized linguistic resources empowers 

researchers and linguists around the NLP community, promoting collaboration, innovation, and knowledge sharing. 

Moreover, it reduces the dependence on centralized repositories and accelerates the development of more comprehensive 

textual resources. 

3.2.3 Improved text authentication and plagiarism detection 

Blockchain technology can strengthen text authentication and plagiarism detection mechanisms by providing an 

immutable record of timestamped content. When a document or text is stored on a blockchain, it becomes almost 

impossible to modify or manipulate it without detection. This capability can be used to verify the authenticity of textual 

content, detect plagiarism, and prevent intellectual property infringement. Considering a publishing platform that integrates 

blockchain to store and timestamp articles submitted by authors; in this case, the hash of each article is stored on the 

blockchain, establishing an immutable record of its existence and originality. Therefore, when a new article is submitted, the 

blockchain can be queried to identify potential instances of plagiarism or duplication. Publishers, educational institutions and 
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content creators can definitively guarantee the originality and integrity of their textual content by using blockchain for textual 

resource authentication and plagiarism detection. This leads to more reliable publication references, discouraging plagiarism 

and protecting intellectual property rights. 

3.2.4 Decentralized Language Translation Services 

Blockchain can be used to build decentralized translation platforms that allows customers to deal directly with 

professional translators by eliminating the need for intermediaries. Smart contracts can ensure the quality control through 

reputation systems and user ratings. If a freelance translator is going to join a blockchain-based translation platform as a 

service provider. Then, they have to create a profile describing their expertise, languages and past projects. Therefore, 

customers looking for translation services can explore the translator profiles available on the platform, view their ratings 

and reviews from previous customers, and choose an appropriate translator for their project. Hence, the platform facilitates 

a direct communication between client and translator, enabling an effective collaboration. Smart contracts will manage 

payment settlements based on predefined conditions, such as word count or project completion milestones. The use of 

blockchain in decentralized language translation services will have many impacts; eliminating the need for intermediaries, 

reducing costs and improving the transparency of the translation process. Also, it provides a platform for freelance 

translators to demonstrate their skills and market themselves to a wider clientele. Furthermore, reputation systems and 

user ratings promote trust and help clients make informed decisions when selecting translators. 

3.3 Challenges 

When considering the integration of blockchain technology into NLP applications, several considerations and technical 

challenges arise.  

3.3.1 Scalability and performance 

Blockchain technology, especially public and permission less blockchains face inherent scalability challenges. The 

consensus mechanisms used in these blockchains require nodes to validate and store each transaction, resulting in limited 

transaction processing capacity. As NLP tasks often involve processing large volumes of data, scalability becomes a critical 

concern. The increased computational demands of complex NLP algorithms can strain the blockchain network, leading to 

slower transaction confirmations and higher transaction costs. To address scalability issues, researchers and developers are 

exploring various solutions such as layer-two scaling solutions (e.g., off-chain transactions, side-chains), partitioning the 

blockchain into smaller parts and the use of more scalable blockchain architectures. These approaches aim to improve 

transaction throughput and reduce latency, allowing blockchain-based NLP apps to handle larger workloads more efficiently. 

3.3.2 Implications for privacy and data protection 

The transparency and immutability of the blockchain pose challenges for privacy and data protection in NLP 

applications. While transparency can be beneficial for building trust and accountability, it can also compromise the privacy 

of sensitive data, especially in cases where privacy is a major concern (e.g., healthcare). To address privacy implications, 

several techniques can be used, such as encryption, zero-knowledge proofs, and differential privacy. By encrypting data 

before storing, it on the blockchain or using zero-knowledge proofs to verify the authenticity of data without revealing the 

actual content, privacy can be enhanced. In addition, implementing privacy-preserving smart contracts or using private or 

consortium blockchains can also help address privacy issues while exploiting the benefits of blockchain technology. 

3.3.3 Transparency and Privacy in Blockchain-NLP Integration 

Achieving a balance between transparency and privacy is a major challenge when integrating blockchain and NLP. 

Although the blockchain provides transparency by recording and verifying every transaction, it may not align with the privacy 

requirements of some NLP applications. To find out a balance, techniques such as selective disclosure and permissioned 

blockchains can be used.  Selective disclosure allows participants to reveal specific information while keeping the rest 

confidential. Authorized blockchains restrict access to authorized participants, allowing greater control over data visibility 

and privacy. Although there are challenges to overcome, the integration of blockchain technology into NLP still holds great 
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promise for improving credibility, collaboration, and data integrity in this area. Ongoing research and innovation will drive 

the development of scalable, privacy-preserving blockchain solutions that can improve the NLP applications. 

4. CONCLUSION 

The present paper provides a deep exploration of the integration of blockchain technology and NLP. By reviewing use 

cases, analysing benefits and challenges, and discussing future research directions, this study contributes to the advancement 

of blockchain technology and NLP research. The results of this research pave the way for innovative applications that 

promote secure, reliable and collaborative NLP systems. As blockchain continues to evolve and NLP expands its capabilities, 

the integration of these technologies has the potential to shape the future of NLP, leading to advancements in various fields, 

including education, health, business and so on. 

Future work on the integration of blockchain technology and NLP should focus on addressing the identified challenges 

and advancing the field. Research efforts can be directed towards the development of scalable blockchain architectures 

specifically suited for NLP applications. This includes exploring alternative mechanisms and optimizing transaction throughput 

to ensure efficient processing of large-scale NLP tasks. Privacy techniques need to be further explored to find out a balance 

between transparency and data privacy. Advances in privacy-enhancing technologies, such as differential privacy and secure 

computing, can enable secure and confidential processing of sensitive textual data in blockchain-NLP systems. Besides, efforts 

should be made to establish interoperability and standardization protocols to facilitate the integration and collaboration 

between different blockchain platforms and NLP systems. Research should continue to address the ethical and societal 

implications of blockchain-NLP integration, including mitigating bias, ensuring control and consent of individuals' data, and 

minimizing the environmental impact of operations. By addressing future research directions, the potential of blockchain 

technology to ameliorate NLP can be further realized, paving the way for transformative applications in various fields. 

References 

Afrianto, I., Heryandi, A., & Atin, S. (2023). Blockchain-based Trust, Transparent, Traceable Modeling on Learning 
Recognition System Kampus Merdeka. MATRIK: Jurnal Manajemen, Teknik Informatika dan Rekayasa Komputer, 22(2), 

339-352. 

Arya, V., Almomani, A. A. D., Mishra, A., Peraković, D., & Rafsanjani, M. K. (2023, February). Email Spam Detection Using 

Naive Bayes and Random Forest Classifiers. In International Conference on Cyber Security, Privacy and Networking 
(ICSPN 2022) (pp. 341-348). Cham: Springer International Publishing. 

Boughdiri, M., Abdellatif, T., & Abdellatif, T. (2023, May). Blockchain Survey for Security and Privacy in the e-Health 
Ecosystem. In Risks and Security of Internet and Systems: 17th International Conference, CRiSIS 2022, Sousse, Tunisia, 
December 7-9, 2022, Revised Selected Papers (pp. 69-84). Cham: Springer Nature Switzerland. 

Bowman, S. R., Angeli, G., Potts, C., & Manning, C. D. (2015). The SNLI corpus. 

Chen, J., Dosyn, D., Lytvyn, V., & Sachenko, A. (2017). Smart data integration by goal driven ontology learning. In Advances 
in Big Data: Proceedings of the 2nd INNS Conference on Big Data, October 23-25, 2016, Thessaloniki, Greece 2 (pp. 
283-292). Springer International Publishing. 

Guo, Y., Mustafaoglu, Z., & Koundal, D. (2023). Spam detection using bidirectional transformers and machine learning 
classifier algorithms. Journal of Computational and Cognitive Engineering, 2(1), 5-9. 

Guru, A., Mohanta, B. K., Mohapatra, H., Al-Turjman, F., Altrjman, C., & Yadav, A. (2023). A Survey on Consensus Protocols 
and Attacks on Blockchain Technology. Applied Sciences, 13(4), 2604. 

Halteren, H. V., Zavrel, J., & Daelemans, W. (2001). Improving accuracy in word class tagging through the combination of 
machine learning systems. Computational linguistics, 27(2), 199-229. 

Hershcovich, D., Frank, S., Lent, H., de Lhoneux, M., Abdou, M., Brandl, S., ... & Søgaard, A. (2022). Challenges and strategies 
in cross-cultural NLP. arXiv preprint arXiv:2203.10020. 

Kechagias, E. P., Gayialis, S. P., Papadopoulos, G. A., & Papoutsis, G. (2023). An Ethereum-Based Distributed Application for 
Enhancing Food Supply Chain Traceability. Foods, 12(6), 1220. 

Khurana, D., Koli, A., Khatter, K., & Singh, S. (2023). Natural language processing: State of the art, current trends and 
challenges. Multimedia tools and applications, 82(3), 3713-3744. 

Koutras, C. (2019). Data as a Language: A Novel Approach to Data Integration. In PhD@ VLDB. 



Fatma Ben Mesmia Chaabouni 

 

8 
 

Kumar, N., & Aggarwal, D. (2023). LEARNING-based focused WEB crawler. IETE Journal of Research, 69(4), 2037-2045. 

Liu, A., Wu, Z., Michael, J., Suhr, A., West, P., Koller, A., ... & Choi, Y. (2023). We're Afraid Language Models Aren't Modeling 

Ambiguity. arXiv preprint arXiv:2304.14399. 

Liu, F., Fan, H. Y., & Qi, J. Y. (2022). Blockchain technology, cryptocurrency: entropy-based perspective. Entropy, 24(4), 557. 

Mahamuni, N., Pattewar, G., Nikam, H., Loka, O., & Patil, R. (2023, February). A Blockchain and Proxy Re-Encryption Based 
Approach for IoT Data Security: A Review. In Proceedings of the 2nd International Conference on Emerging 

Technologies and Intelligent Systems: ICETIS 2022 Volume 1 (pp. 587-595). Cham: Springer International Publishing. 

Mesmia, F. B., Haddar, K., Friburger, N., & Maurel, D. (2018). CasANER: Arabic named entity recognition tool. Intelligent 
natural language processing: Trends and applications, 173-198. 

Pilkington, M. (2016). Blockchain technology: principles and applications. In Research handbook on digital transformations 
(pp. 225-253). Edward Elgar Publishing. 

Raja Santhi, A., & Muthuswamy, P. (2022). Influence of blockchain technology in manufacturing supply chain and 
logistics. Logistics, 6(1), 15. 

Rennock, M. J., Cohn, A., & Butcher, J. R. (2018). Blockchain technology and regulatory investigations. Practical Law 
Litigation, 1, 35-44. 

Treleaven, P., Brown, R. G., & Yang, D. (2017). Blockchain technology in finance. Computer, 50(9), 14-17. 

Vu, N., Ghadge, A., & Bourlakis, M. (2023). Blockchain adoption in food supply chains: A review and implementation 
framework. Production Planning & Control, 34(6), 506-523. 

Wenhua, Z., Qamar, F., Abdali, T. A. N., Hassan, R., Jafri, S. T. A., & Nguyen, Q. N. (2023). Blockchain Technology: Security 
Issues, Healthcare Applications, Challenges and Future Trends. Electronics, 12(3), 546.  

Wright, A., & De Filippi, P. (2015). Decentralized blockchain technology and the rise of lex cryptographia. Available at SSRN 
2580664. 

Wu, L., Chen, Y., Shen, K., Guo, X., Gao, H., Li, S., ... & Long, B. (2023). Graph neural networks for natural language 
processing: A survey. Foundations and Trends® in Machine Learning, 16(2), 119-328. 

Yaga, D., Mell, P., Roby, N., & Scarfone, K. (2019). Blockchain technology overview. arXiv preprint arXiv:1906.11078. 

Yin, R., Yan, Z., Liang, X., Xie, H., & Wan, Z. (2023). A survey on privacy preservation techniques for blockchain 

interoperability. Journal of Systems Architecture, 140, 102892. 

Zheng, Z., Xie, S., Dai, H., Chen, X., & Wang, H. (2017, June). An overview of blockchain technology: Architecture, 

consensus, and future trends. In 2017 IEEE international congress on big data (BigData congress) (pp. 557-564). Ieee. 

 

 


