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Abstract—Sensor nodes in wireless sensor networks (WSNs) transmit their sensed data to communication module (CM) periodically. Power saving is the most important issue in battery-powered WSNs. In order to prolong the lifetime of the battery, power consumption in each sensor node must be minimum. To achieve this goal, a novel power saving algorithm (NPSA) is proposed in this paper. In the NPSA, packages are transmitted between sensor nodes. It uses a round for sensor nodes to cooperatively transmit data package to CM and drops identified package to reduce power consumption and bandwidth. Power-management algorithm is also introduced into the NPSA to enhance the battery lifetime. When finishing package transmitted or dropped, a sensor node will go to suspend until the next round starts. This algorithm is considered efficient that can be implemented in software or hardware. We found that NPSA consumes less power than other algorithms at high node density and low traffic load with multiple CM.

Index Terms—Wireless Sensor Network (WSN), NPSA, routing, power saving.

I. INTRODUCTION

A wireless sensor network (WSN), which consists of a great number of mobile sensor nodes, is a class of wireless ad hoc networks[1]. The nodes in the network are densely deployed either inside the phenomenon or very close to it. They monitor the physical continuously and transmit the sensed data through the network to the observer. Such WSNs are designed for the applications that can support manpower or do something that human cannot do. WSNs is application-specific networks. It means that both the hardware and the software can be customized for applications. Possible architecture of a WSN is shown in Fig. 1 where a CM (Communication Module) that has more capacities than a sensor node is the intermediate node between sensor nodes and the observer’s terminal[2]. The connection between CM and terminal can be either wired or wireless.

Sensor nodes sense and collect data, and transmit them to CM periodically or respond them on the query of observer. These data packages are transmitted to the CM by the cooperation of sensor nodes. Having received the transmitted data package, a CM either forwards it to the terminal directly or performs the data encoding first.

There are two types of sensor nodes in WSNs which are stationary sensor node and movable sensor node. The sponsor is that who intends to initiate the package. In the proactive approach, sensor nodes transmit sensed data periodically to the CM. As to the reactive approach, the observer originates a query for response whenever he/she is interested in some information. Because the sensor nodes are mostly operated with batteries and usually are abandoned after loss of power. Power saving is one of the most important issues in designing algorithm for WSNs. The researches in WSNs for power saving may be the most important issues of the WSNs.

In this paper, a novel power saving algorithm (NPSA) is designed for WSNs with the characteristics of movable, proactive and location-free. It is a modification of the algorithm based on other algorithm and the power-management function is integrated into the algorithm in order to decrease the power consumption. This algorithm lowers overhead and consequently prolongs the lift-time of the network. Although it has a problem that it does not guarantee the package to arrive at the CM reliably, it is acceptable in WSNs with some package loss during a long-term periodical report. A metric defined by the average power consumption per reached package is used to estimate the performance of the NPSA and it shows that NPSA outperforms than other algorithm. Other metrics such as the average power consumption per second per node, the average latency (second) per package, and the average retransmission ratio per package per node are also discussed.

II. THE RELATED STUDY

Power consumption is a key challenge in WSNs. Power consumption in data transmission is much larger than data processing in the processor. To reduce the power wastage, network routing algorithms have to be considered. How data packages flow from sensor nodes to the observer is a routing problem. Three methods are considered as possible network routing algorithms in WSNs: direct communication, clustering, and multi-hop routing.
Direct Communication: A CM is an intermediate node between sensor nodes and the observer. All sensor nodes are data gatherers and they transmit their results directly to a CM. It is extremely inefficient energy, since the long distance transmission in direct communication consumes more power[3].

Clustering Routing Algorithms: Clustering divides the network into some clusters. Each cluster has a head pointed to cluster, which is a central controller, and only the head of the cluster can communicate with CM. Members, other sensor nodes in the same cluster, may become the head of cluster through adjusting the pointer’s position[4].

Multi-hop Routing Algorithms: Multi-hop routing is another communication scenario. All sensor nodes in the network act as routers for other sensor nodes and the transmitting packages are routed to the one or some CM. Multi-hop routing minimizes the distance that an individual sensor node must transmit, and hence minimizes the power consumption[5].

Flooding algorithm: Flooding algorithm uses a simple store-and-forward mechanism to propagate data packages hop by hop. Node’s mobility and change of topology can be supported[6]. Route discovery and route information exchange are unnecessary.

III. THE STATES OF NOVEL POWER SAVING ALGORITHM FOR WSNs

In this section, we propose a simple mechanism called power saving algorithm (NPSA) in order to save power for applications that sensor nodes are movable in a proactive approach. This algorithm integrates routing and power-management function to satisfy the requirement.

Our goal is to use the least power to transfer more data packages successfully to CM in applications withmovable sensor nodes. The proposed NPSA is a routing algorithm which supports mobility on sensor nodes and has three major characteristics in power saving: 1) A periodic round is employed for nodes to get active and suspend, 2) Unimportant data packages are dropped, and 3) It can be implemented in both hardware and software.

Firstly, since the traffic load in WSNs is considered to be low, a periodic round is used for all sensor nodes intending to successfully transmit one package from sensor node to CM. Sensor nodes should resume from the suspend state at almost the same time when a round starts. When a sensor node is in active state in a round, it can prepare a data package transmission for itself or forward one data package from other sensor nodes. Once finishing the transmission or forwarding a data package, the sensor node turns to suspend state immediately and the data package is deleted from its buffer, otherwise, sensor node keeps in its active state until time is over. Consequently, this avoids overhearing the same data package in this round and more power is preserved. The time slice, is called suspend timeout, is the maximum period of the active state when sensor nodes are forced to suspend state. It is unnecessary to check up on duplicates data package using other mechanisms and to transfer data package from a sensor node just lives in this round.

Secondly, sensor node’s transmission efficiency will go down when a sensor node receives more duplicate data packages[7-8]. Consequently, Sensor node will decide to drop the duplicated data package. Because only one data package is allowed to be sent in a round, the sensor node should not initiate a data package transmission and could drop the received data package when the medium is sensed busy by one bit of the correct reception from the radio.

Last but not least, the received data packages are not passed to the processor and the NPSA would be so simple that it can be implemented in both hardware and software. That is, the following energy-aware package forwarding architecture should be used. The first layer is the radio part which contains RF front-end and network controller implemented in hardware. Two types of packages are processed by the radio part: the package originated from the processor and the forwarded package received from the RF front-end. The radio part is responsible for the transmission of original and forwarded packages, dropping of forwarded packages, and control of the RF front-end by turning on or off. The other layer is the sensor node part, which includes a processor and some sensors. The sensor node part gathers sensed data continuously and generates data packages periodically. Once data packages was generated, it would be transferred to the radio part for transmission. Based on the architecture, both data package transmission and reception are processed in the radio part. The processing capacity of the processor and the power for MAC processing and network routing are thus conserved[9].

As mentioned before, the design concepts of the NPSA are three folds: a periodic round for sensor nodes to get active and suspend, dropping unimportant data packages, and hardware implementation. It uses broadcast to transmit data package to neighbor sensor nodes without having the information of other sensor nodes. The power cost in duplication, processing, collision, overhearing, controls package overhead, and idle listening is avoided or reduced by data package dropping, hardware control, duplicate reduction, suspending after transmitting, no control package, and timeout to suspending. Power is saved but data package loss incurred, however, data package loss during a long-term periodical report is acceptable in WSNs.
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During a round, a node can be in four possible states: *waiting state*, *contention state*, *forwarding state*, and *suspension state*. Fig. 2 describes the state transition diagram. When all sensor node power on, they are all in the waiting state. As soon as a sensor node in waiting state finished its sensed data, a data package would be

**Figure 2.** The state transition diagram
originated. This may cause sensor node’s state transfer. A round starts from either the contention state or the If there is a data package originated, the sensor node in waiting state transits to contention state.

*Waiting state* - When the entire sensor node is power on, firstly they are all in this state. Once a data package is originated by sensor node in this state, the sensor node enters into contention state, otherwise sensor node continue to stay in this state.

*Contention state* – When a round starts, a sensor node comes from waiting state, which means there are data package originated by sensor node. Sensor node enters into this state. Note that whatever states a sensor node is in, “active” and “suspend” indicate the operating mode of the RF front-end, and the processor is indifference to the wireless network. Before the beginning of this round, the originated data package should be given from the processor to the network controller. Sensor nodes in this state content with other sensor nodes for the medium. Sensor node uses a number of contention tags to run for medium access.

Then the priority can be given to the data package with a small number of contention tags for winning the channel in the space away from source sensor node. The sensor node can check the state of medium. When the sensor node received a binary bit from the RF front-end, that means the medium was occupied by other sensor node, this sensor node can only enter into suspending state. The residual contention tags and the original package are kept for the next contention. Alternatively, contention tag is decreased when the medium is idle. When the contention time counts down to zero, the original data package is transmitted and then the node goes to waiting state directly.

*Forwarding state* – When a sensor node resumes from suspending state and there is no data package generated, sensor node will transmit to forwarding state. A sensor node in forwarding state stays active, but transmits the forwarded data packages instead of its original data packages.

After a sensor node receives a forwarded data package, it schedules a time for this data package. The time in forwarding state is similar to that in contention state.

At the end of forwarding time, the data package is forwarded. During the forwarding time, if a sensor node receives one binary bit from other sensor node, which implies that its neighbor has rebroadcast this data package, the sensor node will stop the forwarding procedure and drop this data package, and then enters into waiting state. Alternatively, at the end of the forwarding time, this data package is forwarded.

In addition, if a sensor node keeps in active state over suspending time slice, it enters into suspending state despite that there is a data package to transmit or not.

*Suspending state* – A sensor node goes to this state when a data package transmission is not completed because it fails in contending for the medium or it’s time slice is over. When a sensor node enters this state, the RF front-end is turned off. Sensor node leaves the suspending state at the beginning of the next round. The suspending state is used for power saving, and the duration of this state adapts to the data rate of the WSNs. When the data rate is low, one can prolong the duration of this state. On the other hand, the duration of this state can be shortened down to zero.

### IV. FUNCTION OF POWER SAVING ALGORITHM FOR WSNs

The NPSA is described by flowchart in Fig. 3. The round time and the suspending time slice can adapt to the data rate and the extent of the sensor field. By fixing the suspending time slice, the round time can be prolonged for the low data rate and more power is saved in suspending state. With a fixed round time, large suspending time slice will allow more data packages propagate farther to CM while sensor nodes consumed more power on idle listening.

![Figure 3. The state transition diagram](http://www.i-joe.org)
buffer. In fact, package loss might occur in any algorithms. Losing some data packages is permitted in WSNs in the long-term. We use the factor, the average power cost per reached data package, to evaluate the performance of our algorithm. Moreover, the package delay is the cost of the NPSA and is also estimated in the future study.

V. CONCLUSIONS

The proposed NPSA not only supports the moving nodes, but is also power-efficient and suitable for WSNs which has high node density. It may works on the basis of node state and can be implemented in both hardware and software easily, so more resources of the processor can be saved. Moreover, not only at light load but also at heavy load, the NPSA is applicable to various system loads by adjusting the round time at the planning stage. Though the NPSA may consume lower power than other algorithms, it has some costs as the average latency and loss of packages. But those are tolerant or can be improved by increasing the number of CM. Although the NPSA can work well in WSNs, it is just a proactive approach. More related topics need to be further studied in the future.
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